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Abstract— The Office of Communication and Informatics (DISKOMINFO) is an agency engaged in the fields of communication, 

informatics, coding and statistics. Based on the results of interviews with the Head of Application and Informatics DISKOMINFO 

Tasikmalaya City, it is known that there are obstacles related to limited resources. Starting from human resources, equipment, budget, 

and also other supporting facilities. So that an evaluation of information technology governance is needed to determine the capabilities 

possessed by the information technology. This study uses the COBIT 2019 framework using the RACI diagram as a mapping reference 

for observation and questionnaire distribution. The domains used are BAI02 (Managed Requirements Definition), DSS02 (Managed 

Service Requests and Incidents), and MEA01 (Managed Performance and Conformance Monitoring). The results of this study are to 

determine the capability level in each domain so that the current conditions of the Tasikmalaya City DISKOMINFO are obtained. After 

carrying out the analysis, it was found that the service performance from the BAI02 domain was at level 4, the service performance 

from the DSS02 domain was at level 2, and the service performance from the MEA01 domain was at level 3. The results of this service 

performance measurement made a recommendation to be implemented to increase the value information technology governance in 

accordance with the needs of DISKOMINFO Tasikmalaya City. Capability level objectives can be increased by carrying out activities 

that are not yet optimal by the agency until it reaches the full value for each level.  
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I. INTRODUCTION 

Information technology governance is an important part of 

managing an organization or an agency which as a whole 

consists of leadership superiors and also the organizational 

structure and processes that exist to ensure that the 

continuation of organizational information technology is 

aligned with the development of organizational strategies and 

goals [1]. According to the IT Governance Institute (ITGI, 

2012), information technology governance or IT Governance 

is the responsibility of a board of directors and upper 

management. Governance consists of leadership, 

organizational structure, and processes that ensure that the 

strategy and organizational goals of the company and IT are 

maintained and also sustainable. IT Governance is located at 

several levels in the organization, namely at the strategic level 

where the board is involved (board of directors), the 

management level at the executive and management level, 

and at the operational level with IT and business management. 

It can be concluded that all levels of the organization, 

business, and IT need to be involved in the IT governance 

process and must understand their respective roles and 

responsibilities within its framework [2]. 

The Office of Communication and Informatics 

(DISKOMINFO) is an agency responsible for information 

processing within the Government. The Office of 

Communication and Informatics (DISKOMINFO) has the 

main task of assisting the Mayor in carrying out regional 

government affairs and assistance tasks in the fields of 

communication and informatics, statistics, and also coding. 

Evaluation is a systematic process to determine the value 

of something (activities, provisions, processes, decisions, 

objects, people, etc.) based on certain criteria through 

assessment. Evaluators can directly compare with general 

criteria and can also take measurements of what is evaluated 

and then compare with certain criteria [3]. 

One method of evaluating information technology 

governance is Control Objective and related Technology 

(COBIT), which is designed as a tool in solving problems in 

IT Governance in understanding, managing, and optimizing 

the benefits associated with organizational information 

resources. COBIT 2019 is the framework that will be used in 

this research. COBIT 2019 is a continuation of the previous 

version of COBIT 5. In this latest version there are several 

changes so that COBIT 2019 is flexible to current 

technological developments. In COBIT 2019, it has a focus 

area that makes it customizable to the company through 
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process selection so that it is aligned with the company's 

strategy and business goals. For the governance area between 

COBIT 2019 and COBIT 5, it is still the same, namely 

governance and management. But for measuring the level of 

capability is different, COBIT 2019 uses a capability model 

while for COBIT 5 uses a capability assessment [4].  

In the 2019 COBIT framework there are APO, BAI, DSS, 

EDM, and MEA domains [5]. Based on the results of 

interviews with the Head of the Application and Informatics 

Division of  DISKOMINFO Tasikmalaya, the COBIT 2019 

processes used are BAI02, DSS02, and MEA01. 

Limited resources, starting from human resources, devices, 

and also other supporting facilities. For human resources in 

the Tasikmalaya city government, it is still not enough when 

compared to other areas, because human resources and the 

devices are still very limited. Then there are limitations on the 

budget because related to information technology it requires 

considerable costs for equipment maintenance and also 

system development which must be supported by adequate 

human resource competencies. 

By evaluating information technology governance at 

DISKOMINFO Tasikmalaya City using COBIT 2019, it is 

hoped that it can help identify weaknesses and improve 

existing information technology governance. 

 

II. MATERIALS AND METHOD 

Research related to COBIT 4.1 [22] and [28]. To find out 

what action to do for higher education advances need to 

evaluate maturity level, one of the frameworks used for 

evaluation is COBIT 4.1[22]. This evaluation is intended to 

measure the maturity level on used of two integrated 

applications using COBIT 4.1 framework [28]. 

Research related to cobit 5 [6], [9], [12], [23], and [26] the 

purpose of analyzing and the object is employees, while for 

research [13] uses COBIT 5 with the aim of analyzing and the 

object is employees and customers. Discuss the use of COBIT 

5 and ISO in corporate governance, the strengths and 

weaknesses of each standard and the merging of the two 

standards for more comprehensive governance practices [19]. 

knowing the comparison between COBIT 5 and COBIT 2019 

and know the advantages and disadvantages of each COBIT. 

of each COBIT [21]. 

Research related to cobit 2019 [7], [8], [10], [11], [15], 

[16], [18], [20], [24], [25], and [30] using COBIT 2019 with 

the aim of analyzing employees as objects. 

Research [14] using 2 frameworks namely COBIT 2019 

and ITIL 4 with the aim of analyzing employees as objects. 

analysis of information technology (IT) governance was 

carried out using the COBIT 2019 framework, by aligning the 

company's strategies and goals into existing processes in 

COBIT 2019 which were then mapped into ISO 27001 for 

information security management. The purpose of this 

research is to manage information security using the COBIT 

2019 framework and the ISO 27001:2013 standar [17].  

Proposes the concept of adopting an integration of ISO 

38500: 2015, an international standard for information 

technology governance, and guidelines recommended for the 

executive committee on an effective and acceptable 

implementation of information technology within the 

organization, and COBIT 2019framework via mapping the 6 

key principles of information technology governance of ISO 

38500: 2015 and the 5 domains and 4 0 processes of COBIT 

2 0 1 9 core processes through a consideration of the processes 

relevant and suitable for the organization’s context as a case 

study for the guidelines on information technology 

governance and a determination on operational guidelines 

conformity with the organization’s objectives to achieve the 

desired benefits and goals [27]. 

III. RESULT AND DISCUSSION 

A. Capability Level Analysis 

1. BAI02 (Managed Requierements Definition) 

This process has the aim of identifying solutions and 

analyzing requirements before acquisition or creation to 

ensure that these requirements are aligned with the company 

which includes business processes, applications, information 

or data, infrastructure, and services. This objective is 

considered to have importance and is also needed by 

DISKOMINFO Tasikmalaya City, the following is a table 

identifying the RACI chart BAI02.  

 
TABLE I 

IDENTIFICATION RACI CHART BAI02 

Key Governance 

Practice 

Head of 

Sub 
Division 

of 
Planning, 

Evaluation
, Reporting 

and 
Finance 

Head of 

Inform
ation 

Securit
y, 

Coding 
and 

Statisti
cs 

Head of 

Applica
tion and 

Inform
atics 

Head of 

Public 
Informat

ion and 

Commu

nication 

BAI02.01 Define and 

maintain business 

functional and 

technical 

requirements 

R R   

BAI02.02 Perform a 

feasibility study and 

formulate alternative 

solutions 

  R  

BAI02.03 Manage 

requirements risk  R R R 

BAI02.04 Obtain 

approval of 

requirements and 

solutions 

 R   

Based on table 1 for respondents who were selected and 

had to fill out the BAI02 process questionnaire, there were 4 

respondents, consisting of the Head of Planning, Evaluation, 

Reporting and Finance, Head of Information Security, Coding 

and Statistics, Head of Applications and Informatics, and 

Head of Public Information and Communication. 
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Fig. 1 Capability Level BAI02 

 

Based on Figure 1, it can be concluded that at capability 

level 2 of the BAI02.01 and BAI02.02 processes get a value 

of 92.5% with a rating of "F" (fully achieved) so that the 

process can be continued to the next level. At capability level 

3 of the BAI02.01, BAI02.02, BAI02.03, and BAI02.04 

processes get a value of 93% with a rating of "F" (fully 

achieved) so that the process can be continued to the next 

level. At capability level 4 of the BAI02.02, BAI02.03, and 

BAI02.04 processes get a value of 93.33% with a rating of "F" 

(fully achieved) and the process is complete. So that the 

BAI02 domain is at capability level 4, which is obtained from 

all averages and all domain processes to determine the final 

capability value. 

 

2. DSS02 (Managed Service Requests and Incidents) 

This process aims to provide timely and effective response 

to user requests and resolution of all events to restore services, 

fulfill user requests, investigate, diagnose, improve, and 

resolve events. This objective is considered to have 

importance and is also needed by DISKOMINFO 

Tasikmalaya City, the following is a table identifying the 

RACI chart DSS02. 
TABLE 2 

IDENTIFICATION RACI CHART DSS02 

Key Governance 

Practice 

Head 
of Sub 

Divisio
n of 

Plannin

g, 

Evaluat
ion, 

Reporti
ng and 

Finance 

Head of 

Informa
tion 

Securit

y, 

Coding 
and 

Statistic
s 

Hea

d of 
Appl

icati

on 

and 
Infor

mati
cs 

Hea
d of 

Publ
ic 

Infor

mati
on 

and 
Com

muni
catio

n 

He
ad 

of 

IT 

Of
fic

er 

DSS02.01 Define 

classification 

schemes for 

incidents and 

service requests 

R  A R R 

DSS02.02 

Record, classify 

and prioritize 

R  A R R 

requests and 

incidents 

DSS02.03 Verify, 

approve and fulfil 

service requests 

  A R R 

DSS02.04 

Investigate, 

diagnose and 

allocate incidents 

R  A R R 

DSS02.05 

Resolve and 

recover from 

incidents 

 R A R R 

DSS02.06 Close 

service requests 

and incidents 

 R A R R 

DSS02.07 Track 

status and 

produce reports 

R  A R R 

Based on table 1 for respondents who were selected and 

had to fill out the DSS02 process questionnaire, there were 5 

respondents, consisting of the Head of Planning, Evaluation, 

Reporting and Finance, Head of Information Security, Coding 

and Statistics, Head of Applications and Informatics,  Head of 

Public Information and Communication, and Head of IT 

Officer. 

 

 
 

Fig. 2 Capability Level DSS02 

 

Based on Figure 2, it can be concluded that at capability 

level 2 of the DSS02.02, DSS02.03, DSS02.04, DSS02.05, 

DSS02.06, and DSS02.07 processes get a value of 93.75% 

with a rating of "F" (fully achieved) so that the process can be 

continued to the next level. At capability level 3 of the 

DSS02.01, DSS02.03, and DSS02.07 processes get a value of 

92.14% with a rating of "F" (fully achieved) so that the 

process can be continued to the next level. At capability level 

4 of the DSS02.07 process, it gets a value of 92.5% with a 

rating of "F" (fully achieved) so that the process can be 

continued to the next level. At capability level 5 of the 

DSS02.07 process, it gets a value of 92.5% with a rating of 

"F" (fully achieved) and the process is complete. So that the 

DSS02 domain is at capability level 2, which is obtained from 
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all averages and all domain processes to determine the final 

capability value. 

 

3. MEA01 (Managed Performance and Conformance 

Monitoring) 

This process has the purpose of collecting, validating, and 

evaluating company objectives and metrics and alignment. 

Monitor that processes and practices are operating in 

accordance with agreed objectives and metrics of 

performance and conformance. Provide systematic and timely 

reporting. This objective is considered to have importance and 

is also needed by DISKOMINFO Tasikmalaya City, the 

following is a table identifying the RACI chart MEA01. 

 

TABLE 3 

IDENTIFICATION RACI CHART MEA01 

Key Governance 

Practice 

Head of Sub 
Division of 

Planning, 
Evaluation, 

Reporting 
and Finance 

Hea

d of 
Infor

mati
on 

Secu
rity, 

Codi
ng 

and 
Stati

stics 

Head of 

Applica
tion and 

Informa
tics 

Head of 
Public 

Informat
ion and 

Commu
nication 

MEA01.01 

Establish a 

monitoring 

approach 

R R   

MEA01.02 Set 

performance and 

conformance 

targets 

  R R 

MEA01.03 

Collect and 

process 

performance and 

conformance data 

  R R 

MEA01.04 

Analyze and 

report 

performance 

  R R 

MEA01.05 

Ensure the 

implementation 

of corrective 

actions. 

  R R 

 

Based on table 3 for respondents who were selected and 

had to fill out the MEA01 process questionnaire, there were 4 

respondents, consisting of the Head of Planning, Evaluation, 

Reporting and Finance, Head of Information Security, Coding 

and Statistics, Head of Applications and Informatics, and 

Head of Public Information and Communication. 

 

 

Fig. 3 Capability Level MEA01 

 

Based on Figure 3, it can be concluded that at capability level 2 of the 

MEA01.01, MEA01.02, MEA01.03 and MEA01.05 processes get a value of 

93.91% with a rating of "F" (fully achieved) so that the process can be 

continued to the next level. At capability level 3 of the MEA01.01, 

MEA01.03, and MEA01.04 processes get a value of 95% with a rating of "F" 

(fully achieved) so that the process can be continued to the next level. At 

capability level 4 of the MEA01.03 and MEA01.04 processes get a value of 

92.5% with a rating of "F" (fully achieved) so that the process can be 

continued to the next level. At capability level 5 of the MEA01.04 process 

gets a value of 85% with a rating of "L" (largely achieved) and the process is 

complete. So that the MEA01 domain is at capability level 3, which is 

obtained from all averages and all domain processes to determine the final 

capability value. 

 

B. Conclusion of Capability Level Result 

Based on the results described in the previous point for 

measuring capability models, the capability level of each 

domain is obtained in table 4. 

 
TABLE 4 

CONCLUSION OF CAPABILITY LEVEL RESULT 

GMO COBIT 2019 Process 

Capability 

Level 

BAI02 Managed Requirements Definition  4 

DSS02 
Managed Service Requests and 

Incidents 

2 

MEA01 

Managed Performance and 

Conformance Monitoring 

3 

It is known from table 6 that all domains evaluated are the 

first there is a Build, Acquire, and Implement (BAI) domain, 

in the BAI02 (Managed Requirements Definition) process 

getting a level of capability at level 4. The second domain is 
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the Deliver, Service, and Support (DSS) domain, in the 

DSS02 process (Managed Service Requests and Incidents) 

getting a level of capability at level 2. And the last is the 

Monitor, Evaluate, and Assess (MEA01) domain, in the 

MEA01 process (Managed Performance and Conformance 

Monitoring) getting a level of capability at level 3. The results 

of the capability level findings were obtained from 

respondents who filled out questionnaires that had been 

distributed based on COBIT 2019. Furthermore, an analysis 

of the findings of the current level of capability (as-is) at the 

company is carried out. 

 
TABLE 5 

EXPECTED CAPABILITY LEVEL 

GMO To-Be Description Expected Ability Level 

BAI02 4 

The activities carried out have achieved 

their objectives and also well defined 

their performance which is quantifiable 

so that it can be measured. 

DSS02 5 

The activities carried out have achieved 

their objectives and also improved 

performance well which can be measured 

and made improvements continuously. 

MEA01 5 

The activities carried out have achieved 

their objectives and also improved 

performance well which can be measured 

and made improvements continuously. 

In table 5 is the target capability level or the expected level 

of capability of each objective obtained from the analysis 

results contained in the conclusion of the capability level 

results. 
TABLE 6 

GAP CAPABILITY LEVEL OBJECTIVE 

GMO 

Capability Level 

As-is To-be Gap 

BAI02 4 4 0 

DSS02 2 5 3 

MEA01 3 5 2 

Based on table 6 is a table of analysis results from the gap 

or gap level of information technology governance which has 

the aim of providing convenience for improving information 

technology governance. This analysis is obtained from the 

difference between the current capability level (as-is) and the 

expected capability level (to-be). So that it is known which 

process objectives have gaps or gaps and require 

improvement. 

IV. CONCLUSION 

 It was concluded that the capability level in the BAI02 

(Managed Requirements Definition) domain received a value 

of 93.33% at level 4, in the DSS02 (Managed Service 

Requests and Incidents) domain received a value of 93.75% 

at level 2, and in the MEA01 (Managed Performance and 

Conformance Monitoring) domain received a value of 95% at 

level 3.  

There are several suggestions for maximizing agency 

governance, namely: 

4. Suggested improvements for BAI02. Because the BAI02 

domain is at level 4 and has already reached the expected 

capability level (to-be), it is endeavored to regularly 

implement and obtain the definition of requirements that 

are managed. regularly implement and obtain 

requirements definitions that are managed. 

5. Suggested improvements for DSS02. In the gap analysis, 

identify gaps or deficiencies in the current capability level 

2 that make it possible to understand the problems that 

require improvement. Conduct detailed planning that 

includes the required resources. Provide financial budget 

approval that includes the cost of information technology 

in minimizing unexpected incidents. Document the type 

of incident and its solution as a reference for improvement 

if something similar or even more complex occurs. 

Conduct and implement improvements periodically and 

also monitor results to ensure that changes have the 

desired results. 

6. Suggested improvement for MEA01. Conduct training 

and skills upgrading. Provide regular training and 

opportunities to develop the necessary skills. Conduct 

regular performance measurement and monitoring to 

identify where further improvements are needed. Conduct 

regular reviews to ensure that standards remain effective 

and relevant, and ensure that information security is 

adequate. Seek team development and collaboration 

between teams to improve collaboration between team 

members involved in a project and build a work culture 

that encourages collaboration, innovation and knowledge 

exchange. 

7. Further research development, which can be added to the 

domain process or a comparison between other related 

frameworks and can also be measured using similar 

frameworks or different frameworks. 
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